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Czego się nauczysz?
Poznasz funkcjonowanie wybranych podsystemów bezpieczeństwa państwa.

Nauczysz się zarządzać bezpieczeństwem publicznym. Opanujesz metody analizy ryzyka,
tworzenia planów bezpieczeństwa i zarządzania sytuacjami kryzysowymi na poziomie lokalnym.

Zdobędziesz wiedzę z zakresu ochrony zasobów danych, i infrastruktury. Dowiesz się, jak
skutecznie zabezpieczać funkcjonowanie podsystemów bezpieczeństwa instytucji oraz
organizować ich ochronę.

Opanujesz zasady współpracy z mediami w zakresie komunikacji o bezpieczeństwie.

Poznasz zasady reagowania na incydenty w cyberbezpieczeństwie. Dowiesz się, jak
organizować działania naprawcze i ograniczać szkody wynikające z ataków na systemy
bezpieczeństwa.

Dowiesz się, jak weryfikować i zwalczać dezinformację.

Praca dla Ciebie
Pracuj jako specjalista ds. cyberbezpieczeństwa w administracji samorządowej. Zajmuj
się tworzeniem lokalnych strategii bezpieczeństwa oraz zarządzaniem sytuacjami kryzysowymi.

Rozwijaj się jako pracownik Centrum Zarządzania Kryzysowego. Monitoruj sytuacje
kryzysowe, koordynuj działania ratownicze i wspieraj komunikację z lokalną społecznością.

Zostań specjalistą ds. cyberbezpieczeństwa

Pracuj jako doradca ds. bezpieczeństwa w firmie prywatnej. Pomagaj w opracowywaniu
procedur bezpieczeństwa, prowadź audyty i nadzoruj działania związane z ochroną pracowników
oraz mienia.

Zwalczaj zagrożenia związane z dezinformacją i konfliktami hybrydowymi. Poznaj
współczesne zagrożenia w cyberprzestrzeni

Program studiów
Praktyczne studia

Uczymy tak, aby jak najlepiej przygotować Cię do rzeczywistych wyzwań, z jakimi spotkasz się w pracy
zawodowej.
 

Projekty grupowe – realne problemy.

Symulacje – decyzje w warunkach symulowanych zagrożeń.

Staże i praktyki – doświadczenie w firmach, instytucjach i służbach.

Wykłady z praktykami – eksperci z branży.
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Nowoczesne narzędzia – aktualne technologie.

Case studies – analiza realnych przypadków.

Wybrane zajęcia kierunkowe:

Historia bezpieczeństwa, wojskowości i konfliktów

Współczesne zagrożenia bezpieczeństwa

System Obrony Państwa - rozwiązania prawne i organizacyjne

Strategiczne dokumenty w bezpieczeństwie narodowym

Bezpieczeństwo narodowe -teoria i praktyka systemu

Zastosowanie SI w systemach bezpieczeństwa

Strategiczne środowisko bezpieczeństwa

Instrumenty i mechanizmy reagowania kryzysowego Unii Europejskiej NATO i innych organizacji
międzynarodowych

Tworzenie programów poprawy bezpieczeństwa

Zarządzanie i liderstwo w bezpieczeństwie

Kurs pierwszej pomocy

System zarządzania kryzysowego w Polsce i wybranych krajach

Zarządzanie logistyczne w sytuacjach kryzysowych

Doskonalenie techniki strzelania

Wybrane zajęcia specjalnościowe:

Elementy systemu cyberbezpieczeństwa w Polsce i UE

Współczesne zagrożenia cyberprzestępczością i cyberterroryzmem

Psychologia cyberzagrożeń i socjotechnika

Bezpieczeństwo organizacyjne i kultura cyberbezpieczeństwa

Zarządzanie incydentami w cyberbezpieczeństwie i ciągłość działania

Współpraca z mediami w kreowaniu wizerunku bezpieczeństwa organizacji

Metody weryfikacji informacji i zwalczanie dezinformacji
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Rozwijaj kompetencje językowe na studiach II stopnia

Na studiach stacjonarnych:

100 godzin nauki jednego języka obcego (50 godzin w 3. i 4. semestrze).
 

Na studiach niestacjonarnych:

80 godzin nauki jednego języka obcego (40 godzin w 3. i 4. semestrze).

Praktyki i staże

Praktyki zawodowe to ważny element studiów. Studenci studiów magisterskich realizują 480 godzin
praktyk w całym toku studiów, zdobywając doświadczenie zawodowe. Jeśli pracujesz w zawodzie
zgodnym z kierunkiem studiów, możesz zaliczyć praktyki na podstawie zatrudnienia. W trakcie studiów
masz też szansę na płatny staż. Programy stażowe przygotowują pracodawcy, z którymi
współpracujemy, dostosowując wymagania do stanowisk, co ułatwia pierwsze kroki zawodowe.

Sposób zaliczenia studiów

Studia II stopnia kończą się przygotowaniem i obroną pracy magisterskiej.

W trakcie studiów zaliczenia poszczególnych przedmiotów odbywają się na podstawie projektów,
prezentacji, egzaminów pisemnych lub ustnych.

Całość ma charakter praktyczny i ukierunkowany na rozwój kompetencji zawodowych.

Zasady rekrutacji

Jeśli masz już dyplom licencjata lub
inżyniera, możesz zostać studentem studiów
drugiego stopnia.

Trwają one 2 lata i kończą się obroną pracy
magisterskiej oraz uzyskaniem dyplomu
magistra.

O przyjęciu na studia decyduje kolejność
zgłoszeń oraz złożenie kompletu
dokumentów i spełnienie wymogów
wynikających z zasad rekrutacji.

Dowiedz się więcej

Stypendia i zniżki

Możesz otrzymać te same stypendia, co
studenci uczelni publicznych, w tym
naukowe, sportowe, socjalne i zapomogi.

Dodatkowo, elastyczny system opłat
pozwala Ci wybrać, w ilu ratach chcesz
opłacać czesne.

Dowiedz się więcej

http://www.dsw.edu.pl/studia-i-szkolenia/studia-ii-stopnia/zasady-rekrutacji-studia-ii-stopnia
http://www.dsw.edu.pl/studia-i-szkolenia/studia-ii-stopnia/stypendia-i-znizki-studia-ii-stopnia

