
Pentester - specjalista ds.
cyberbezpieczeństwa
STUDIA PODYPLOMOWE

Sposób realizacji: Online

Cechy: Od października • Polski • Rekrutacja zakończona

To kierunek dla osób, które:

posiadają doświadczenie w branży IT i chcą wejść w świat cyberbezpieczeństwa,

są pasjonatami cyberbezpieczeństwa,

chcą nauczyć się testów penetracyjnych,

ukończyli kierunki informatyczne

są Junior Testerami lub Junior Programistami/Developerami i
marzą o pracy pentestera.
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5
bezpłatnych szkoleń i webinarów

Certyfikat Corporate Readiness Certificate
 
Słuchacze mają możliwość uczestnictwa w
bezpłatnym certyfikowanym programie:
Corporate Readiness Certificate (CRC).
Dowiedz się więcej

87%
uczestników poleca studia podyplomowe*
*Źródło: „Badanie satysfakcji ze studiów 2025”.

Microsoft 365

Nasi uczestnicy otrzymują darmową licencję A1,
która obejmuje popularne aplikacje, takie jak
Outlook, Teams, Word, PowerPoint, Excel,
OneNote, SharePoint, Sway i Forms.

89%
pracodawców ocenia bardzo dobrze lub dobrze
współpracę z naszymi uniwersytetami*
*Źródło: "Badanie opinii pracodawców, 2024"

Wykładowcy praktycy
 
Wśród wykładowców eksperci w wielu
dziedzinach. Na zajęciach omawiają zjawiska i
procesy na przykładach zaczerpniętych z własnej
pracy.

Praktyczny charakter studiów:
 
• zwarta i intensywna formuła – 10 zjazdów w 9 miesięcy,
• brak tradycyjnych wykładów – całość odbywa się w formie warsztatowej,
• prace projektowe wyłącznie zespołowe.

Program studiów

9
Liczba miesięcy nauki

162
Liczba godzin zajęć

10
Liczba zjazdów

2
Liczba semestrów

Bezpieczeństwo Sieci i testy penetracyjne (27 godz.)

Wprowadzenie do tematyki testów penetracyjnych

Bezpieczeństwo sieci

Testy penetracyjne sieci

Analiza incydentów

Bezpieczeństwo Systemów Operacyjnych (21 godz.)

Architektura systemu Windows

Analiza incydentów typowych dla Windowsa

Kryptografia w Windows
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Bezpieczeństwo aplikacji Mobile (27 godz.)

Architektura aplikacji mobilnych

Podstawowe ataki na aplikacje mobilne

Metody przeciwdziałania

Bezpieczeństwo aplikacji Web (31 godz.)

Architektura aplikacji webowych

Podstawowe ataki na aplikacje webowe

Metody przeciwdziałania

Testy penetracyjne aplikacji Web (27 godz.)

Cykl testów penetracyjnych aplikacji

Narzędzia do wykonywania testów penetracyjnych aplikacji www

Definiowanie wymagań bezpieczeństwa dla aplikacji

Testy penetracyjne aplikacji Mobile (27 godz.)

Wstęp do anatomii ataków na aplikacje mobilne

Skanowanie aplikacji

Mechanizmy zabezpieczeń aplikacji

Forma zaliczenia (2 godz.)

Test końcowy

Partnerzy

Warunki przyjęcia na studia

Musisz mieć ukończone studia
licencjackie, inżynierskie lub
magisterskie.

Musisz złożyć komplet dokumentów i
spełnić wymogi rekrutacyjne.

Możliwości dofinansowania

Pierwsi zyskują najwięcej! Im szybciej się
zapiszesz, z tym większej zniżki
skorzystasz.

Oferujemy również specjalne, większe zniżki
dla naszych absolwentów.
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Pamiętaj, że o przyjęciu na studia
podyplomowe na naszym uniwersytecie
decyduje kolejność zgłoszeń, złożenia
kompletu dokumentów i spełnienia
wymogów rekrutacyjnych.

Dowiedz się więcej

Możesz skorzystać z dofinansowania z Bazy
Usług Rozwojowych.

Pracodawca może dofinansować Ci studia,
otrzymując dodatkową zniżkę w ramach
Programu Firma.

Warto sprawdzić możliwości dofinansowania
z KFS. 

Dowiedz się więcej

http://www.dsw.edu.pl/studia-i-szkolenia/studia-podyplomowe/zasady-rekrutacji-studia-podyplomowe
http://www.dsw.edu.pl/studia-i-szkolenia/studia-podyplomowe/znizki-i-dofinansowania

